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Abstract of the contribution: This contribution proposes solution for MWAB initial authorization aspect of KI#2. 
1 Discussion
This paper proposes the solution to the KI#2 on MWAB initial authorization. 
This Key issue will study:

-
How to authorize a MWAB to serve UEs and how to update and handle the MWAB authorization status (including de-authorize or authorize a previously not authorized MWAB).

2 Proposal
It is proposed to add the following candidate solution to 23.700-06.
*** First Change ***
6.0
Mapping of Solutions to Key Issues
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*** Next Change ***
6.x
Solution #X:  Initial authorization for MWAB
6.x.1
Description
The solution proposes that the MWAB-UE identifies the support of MWAB operations from the serving NG-RAN, then UE sends the Registration message(Optionally including the PLMNs for which it wants to act as MWAB-gNB), The MWAB-gNB selects the AMF which supports MWAB operations. The AMF interacts with UDM to get the subscription information. The subscription information helps AMF identify what is authorized and what is not authorized for the UE. The AMF delivers the respective information to the UE. The UE is indicated with:

a)
MWAB-Authorized, additionally the area and time the UE is authorized for per PLMN; or

b)
MWAB-Unauthorized, additionally the area and time the UE is not authorized per PLMN
The UE based on this information prioritizes to select the area where it can continue with MWAB operations.

In this solution, it is assumed that AMF which is a VPLMN entity can override the subscription information received from UDM(which is HPLMN). As the resources of VPLMN will be used for MWAB operations. It is assumed that agreements are in place between HPLMN and VPLMN to allow MWAB to act as gNB of any other VPLMN or HPLMN.
6.x.2
Procedures
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Figure 6.x.2-1: Initial Authorization
1)
The NG-RAN broadcast support of MWAB. 
Option-1:

2a)
The UE sends REGISTRATION REQUEST message and indicate the PLMN(s) for which it may want to act as MWAB-gNB to network, indicates the intention of becoming a MWAB-UE to the NG-RAN.

2b)
The NG-RAN node selects the AMF supporting the MWAB-feature, if no AMF can be selected the NG-RAN node rejects the request.

2c)
The NG-RAN node indicates to AMF, UEs intention of becoming a MWAB-UE to the AMF.

Option-2:

3a)
The UE sends REGISTRATION REQUEST message to network, indicates the intention of becoming a MWAB-UE to the AMF. Additionally the UE may indicate the PLMN(s) for which it may want to act as MWAB-gNB.
3b)
The AMF may select another AMF, the AMF may interact with NRF to identify the AMF which supports MWAB. 

4)
The AMF interacts with UDM, to get the subscription data using which MWAB-Authorization status as described below by AMF is determined.
5a)
The AMF sends registration accept to the UE(if the UE is allowed to remain registered in PLMN and act as normal UE) and indicate the MWAB-Authorization status. The MWAB-Authorization status includes:
a)
MWAB-Authorized. additionally the area and time the UE is authorized for per PLMN; or
b)
MWAB-Unauthorized, additionally the area and time the UE is not authorized per PLMN for.


The AMF generates above information based on the PLMN(s) UE indicated its intention to become MWAB for.

5b)
The AMF sends registration reject(if the UE is allowed to not remain registered in PLMN) to the UE and indicate the MWAB-Authorization status as MWAB-Unauthorized, additionally the area and time the UE is not authorized for per PLMN.

6a)
If UE is authorized for MWAB, then it can start MWAB operations as MWAB in the area or time the UE is authorized to act as MWAB. If the UE enters a location or time the UE is not authorized to act as MWAB it will stop operating as MWAB. 
6b)
If UE is not authorized for MWAB in the area or time (indicated by network) the UE will not start the MWAB operations. The UE can again attempt to act as MWAB i.e. execute from step 1 in the area or time where the UE is allowed to act as MWAB or it comes out of area or time where it was not allowed to authorized as MWAB.
The MWAB-UE shall maintain a list of authorized area and time per PLMN.

The MWAB-UE shall prioritize to select/reselect the area, in the following order:

a)
The area where it is authorized for MWAB operations;

b)
The area where the MWAB operations are supported is broadcasted by NG-RAN.

c)
The area where the UE is not authorized for MWAB operations or its unknown.
The network shall not handover the MWAB-UE(acting as MWAB) to an area where it is not authorized for MWAB operations or to an area where MWAB operations are not supported.

6.x.3
Impacts on services, entities and interfaces
This solution impacts the following system entities.
1)
UE:

a)
To indicate PLMNs it wants to act as MWAB-gNB, intention to act as MWAB-gNB to network.

2)
NG-RAN:

a)
Select the AMF which supports MWAB-gNB.

3)
AMF:

a)
Fetch the subscription data, further decide whether for a given VPLMN the MWAB-UE could be authorized for MWAB operations. Additionally indicate area and time where the UE is authorized or not authorized for MWAB operations.

4)
UDM:

a)
Subscription for MWAB is maintained.
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